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Severity/risk level High Urgency Immediately 

Name of problem PSN020531u - Avaya Aura® Application Enablement (AE) Services TSAPI Client to Server Connection may 

drop. 

Products affected 

Avaya Aura® Application Enablement (AE) Services, 8.1.3.0 – 8.1.3.2 

Problem description 

 

An issue has been discovered in the Avaya Aura® Application Enablement (AE) Services 8.1.3.x releases where one may encounter 

intermittent and nondeterministic dropping of the connection between the TSAPI Client and AE Services server. 

This issue only impacts the TSAPI Linux 64-bit Client and SDK . 

 

AE Services 8.1.3 TSAPI Linux 64-bit client and TSAPI Linux 64-bit SDK  

The issue has been isolated to a problem with alignment of data structures and library headers resulting in TSAPI clients 

printing empty strings in connection confirmation events. This can result in the dropping of the connection between the 

TSAPI Client and AE Services server. 

Resolution 

 

October 11, 2021 Update: 

With the introduction of AE Services 8.1.3.3 and associated TSAPI Clients and SDKs, the original steps in this section have been 

moved to the Workaround section of this PSN. 

 

The new AE Services 8.1.3.3 TSAPI Clients and SDKs resolve the issue described above. 

 

To purchase the TSAPI SDK, please contact an authorized Avaya Business Partner or an Avaya Account Executive, or purchase it 

through the DevConnect portal (https://www.devconnectprogram.com/submission/201323). 

 

TSAPI clients may be downloaded from www.avaya.com/support, www.avaya.com/devconnect, and plds.avaya.com. 

 

PLDS ID AES00000865 

Description Avaya Aura® AE Services TSAPI Client 32-Bit MS Windows 8.1.3.3 

File Name tsapi-client-win32-8.1.3.3-4.zip 

 

PLDS ID AES00000866 

Description Avaya Aura® AE Services TSAPI Client 64-Bit MS Windows 8.1.3.3 

File Name tsapi-client-x86_64-8.1.3.3-4.zip 

 

PLDS ID AES00000867 

Description Avaya Aura® AE Services TSAPI Client 32-Bit RHEL-7 R8.1.3.3 

File Name tsapi-client-linux-8.1.3.3-4.i386.bin 

 

PLDS ID AES00000868 

Description Avaya Aura® AE Services TSAPI Client 64-Bit RHEL-7 R8.1.3.3 

File Name tsapi-client-linux-8.1.3.3-4.x86_64.bin 

 

 

Workaround or alternative remediation 

If unable to update to the newly released AE Services 8.1.3.3 TSAPI SDK and Clients, please continue to utilize the following 

steps below: 

https://www.devconnectprogram.com/submission/201323
http://www.avaya.com/support
http://www.avaya.com/devconnect
https://plds.avaya.com/
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Note: To purchase the TSAPI SDK, please contact an authorized Avaya Business Partner or an Avaya Account Executive, or 

purchase it through the DevConnect portal (https://www.devconnectprogram.com/submission/201323). 

TSAPI clients may be downloaded from www.avaya.com/support, www.avaya.com/devconnect, and plds.avaya.com. 

 

 

TSAPI 64-bit Linux SDK Hotfix 

This is only needed if you are compiling and building TSAPI Linux 64 bit applications and using the 8.1.3 and 8.1.3.1 

versions of the SDK. 

Open a ticket with DevConnect to request the hotfix  

Hotfix: AES_26338_SDK_hotfix.bin 

MD5: 91283fabfa0bb9961fdd003c9e191299 

https://www.devconnectprogram.com/ticket/procuredSystemTicket  

Please provide verification of purchase of the TSAPI 64-bit Linux SDK. If purchased through DevConnect, provide your 

procurement number. If the SDK purchase was initiated through other sales channels, please provide supporting 

documentation such as an SAP order number.  

 

TSAPI 64-bit Linux Client Hotfix 

The AES_26338_Client_hotfix.bin is available on PLDS. 

 Hotfix: AES_26338_Client_hotfix.bin 

 PLDS Download ID: AES00000859 

 MD5: 9acd7b78c3244fc31c2c4b55a0a57fac 

 

The AES_26338_Client_hotfix.bin is also available for download from the  DevConnect Avaya Aura® Application 

Enablement Services Release 8.1.3 page. From that page, select NEW! - TSAPI 64-bit Linux Client Hotfix .bin file. 

A DevConnect account is required to download. 

 

 

Steps to apply the hotfix for both the SDK and Client: 

1. Copy the appropriate hotfix (AES_26338_SDK_hotfix.bin or AES_26338_Client_hotfix.bin) to the system that 

contains the TSAPI 64-bit Linux SDK  or TSAPI 64-bit Linux Client. 

2. Verify the md5sum as listed above. 

3. Login as root and change permissions of the hotfix. 

i. SDK 

chmod +x AES_26338_SDK_hotfix.bin 

ii. Client   

chmod +x AES_26338_Client_hotfix.bin 

 

4. Execute the hotfix to apply. 

i. SDK 

./AES_26338_SDK_hotfix.bin 

ii. Client   

./AES_26338_Client_hotfix.bin 

 

5. The associated CTI Client must be manually restarted. 

 

 

Remarks 

Issue 1 – June 29, 2021. 

Issue 2 – July 12, 2021: Updated to clarify how to obtain SDK hotfix. 

Issue 3 – July 13, 2021: Updated to include DevConnect download link for Client hotfix. 

Issue 4 – September 3, 2021: Updated to add reference to 8.1.3.1 version of SDK in SDK Hotfix section. 

Issue 5 – October 11, 2021: Updated to reflect new TSAPI SDKs and Clients that address the issue. Moved original Resolution to 

Workaround section. 

https://www.devconnectprogram.com/submission/201323
http://www.avaya.com/support
http://www.avaya.com/devconnect
https://plds.avaya.com/
https://www.devconnectprogram.com/ticket/procuredSystemTicket
https://www.devconnectprogram.com/site/global/products_resources/avaya_aura_application_enablement_services/releases/8_1_3/index.gsp#tabs-product-downld-10
https://www.devconnectprogram.com/site/global/products_resources/avaya_aura_application_enablement_services/releases/8_1_3/index.gsp#tabs-product-downld-10
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Patch Notes 
The information in this section concerns the patch, if any, recommended in the Resolution above. 

Backup before applying the patch 

Always. 

Download 

As noted in the Resolution section of this PSN. 

Patch install instructions Service-interrupting? 

As noted in the Resolution section of this PSN. Yes 

Verification 

Execution of hotfix as noted in the Resolution section of this PSN did not produce any errors. 

Failure 

Contact Avaya Services. 

Patch uninstall instructions 

N/A 

Security Notes 
The information in this section concerns the security risk, if any, represented by the topic of this PSN. 

Security risks 

N/A 

Avaya Security Vulnerability Classification 

N/A 

Mitigation 

N/A 
 

If you require further information or assistance please contact your Authorized Service Provider, or visit 

support.avaya.com.  There you can access more product information, chat with an Agent, or open an online 

Service Request. Support is provided per your warranty or service contract terms unless otherwise specified in the 

Avaya support Terms of Use. 

 

Disclaimer: ALL INFORMATION IS BELIEVED TO BE CORRECT AT THE TIME OF PUBLICATION AND IS PROVIDED “AS IS”. 

AVAYA INC., ON BEHALF OF ITSELF AND ITS SUBSIDIARIES AND AFFILIATES (HEREINAFTER COLLECTIVELY REFERRED TO 

AS “AVAYA”), DISCLAIMS ALL WARRANTIES, EITHER EXPRESS OR IMPLIED, INCLUDING THE WARRANTIES OF 

MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE AND FURTHERMORE, AVAYA MAKES NO REPRESENTATIONS 

OR WARRANTIES THAT THE STEPS RECOMMENDED WILL ELIMINATE SECURITY OR VIRUS THREATS TO CUSTOMERS’ 

SYSTEMS. IN NO EVENT SHALL AVAYA BE LIABLE FOR ANY DAMAGES WHATSOEVER ARISING OUT OF OR IN CONNECTION 

WITH THE INFORMATION OR RECOMMENDED ACTIONS PROVIDED HEREIN, INCLUDING DIRECT, INDIRECT, CONSEQUENTIAL 

DAMAGES, LOSS OF BUSINESS PROFITS OR SPECIAL DAMAGES, EVEN IF AVAYA HAS BEEN ADVISED OF THE POSSIBILITY OF 

SUCH DAMAGES. 

THE INFORMATION PROVIDED HERE DOES NOT AFFECT THE SUPPORT AGREEMENTS IN PLACE FOR AVAYA PRODUCTS. 

SUPPORT FOR AVAYA PRODUCTS CONTINUES TO BE EXECUTED AS PER EXISTING AGREEMENTS WITH AVAYA.  

All trademarks identified by ® or TM are registered trademarks or trademarks, respectively, of Avaya Inc. 

All other trademarks are the property of their respective owners. 

 

 

 

 

 

 

 

 

 

http://support.avaya.com/
http://www.avaya.com/gcm/master-usa/en-us/includedcontent/termsofuse.htm

